
 

Defending the U.S. requires CMMC  
& DFARS/NIST 800-171 compliance.  

Your business depends on defense contracts. 
We can help with both. 

As a Defense Contractor, you and your subcontractors were required to    
comply with the Defense Federal Acquisition Regulation Supplement (DFARS) 
252.204-7012 regulation that protects Controlled Unclassified Information 
(CUI) by December 31, 2017.  From 2020—2025, as the new CMMC certification 
is rolled out, there is a new Interim Rule for all new contracts and renewals. 
 

Our experts will advise you to achieve compliance by implementing the       
National Institute of Standards & Technology (NIST) 800-171 standards,        
including all 14 security families and 110 security controls. We will also help 
you identify and comply with other compliance  requirements you face,      
including state laws, contractual obligations, and cyber liability insurance 
policy obligations.  We will help you prepare for your CMMC certification and 
advise on maintaining a consistent security and compliance program. 
 

Our projects always start with an ’under the skin’ security risk analysis, a 
compliance gap assessment, a DFARS System Security Plan (SSP), and a Plan 
of Action with Milestones (POA&M). 
 

We don’t stop with reports. We want you to get results which is why our     
consulting includes the initial assessment plus advisory and consulting       
services for a full year. We will help you identify the right solutions you should 
implement for compliance and assist with incident reporting. We will help 
you protect ALL your data, not just Controlled Unclassified Information (CUI). 

Proud Member of the FBI Infragard 

Talk to us about your needs.  
Contact Rose Ketchum at 888-997-3635 x 202 

rose@semelconsulting.com  
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